***Доктрина информационной безопасности Российской Федерации (1)***

(2) Доктрина информационной безопасности РФ представляет собой систему официальных взглядов на обеспечение нацбезопасности государства в информационной сфере, под которой понимают совокупность информации, сайтов, сетей связи, а также государственных и частных компаний, обеспечивающих их работу.

Доктрина утверждена Указом Президента Российской Федерации от 05.12.2016 года № 646и опубликована 6 декабря 2016 года

(3) Документ состоит из 38 статей, разбитых на пять глав. Текст начинается с указания национальных интересов в сфере национальной безопасности. Далее идет перечисление основных информационных угроз в современном мире. На основании этих угроз формируются стратегические цели национальной политики, касающиеся экономики, военной сферы, дипломатии, науки и образования.

(4) Национальные интересы

* Обеспечение и защита конституционных прав и свобод человека и гражданина в части, касающейся получения и использования информации.
* Обеспечение в России устойчивого и бесперебойного функционирования критической информационной инфраструктуры.
* Развитие в России отрасли информационных технологий и электронной промышленности.
* Продвижение достоверной информации о госполитике России и ее официальной позиции по социально значимым событиям в стране и мире.
* Содействие формированию системы международной информационной безопасности.

(5) Основные информационные угрозы

В Доктрине перечислены основные информационные угрозы национальной безопасности России. Среди них:

* Стремление "отдельных государств" использовать технологическое превосходство для доминирования в информационном пространстве.
* Наращивание зарубежными странами возможностей по оказанию "информационно-психологического воздействия" на российское население с целью внутриполитической дестабилизации и подрыва суверенитета РФ.
* Увеличение в зарубежных СМИ числа материалов, содержащих "предвзятую оценку государственной политики РФ", дискриминация российских средств массовой информации за рубежом.

В качестве угрозы в документе также определено технологическое отставание РФ в сфере информационных технологий, высокий уровень зависимости от зарубежной компонентной базы и программного обеспечения, недостаточная эффективность отечественных научных исследований.

Отдельно в списке информационных угроз указывается на рост киберпреступности, в первую очередь в кредитно-финансовой сфере.

**(6) Главная стратегическая цель документа** - защита жизненно важных интересов личности, общества и государства от внутренних и внешних угроз, связанных с применением информационных технологий в военно-политических целях.

Можно сказать, что особое внимание в новой доктрине уделяется обеспечению государственной и общественной безопасности. Нельзя не отметить цель на создание конкурентно способных средств обеспечения информационной безопасности в экономической сфере, в научной - поддержка инновационного и ускоренного развития системы обеспечения информационной безопасности.

(7) Сравнение с доктриной 2000 г.

* Новая доктрина имеет более четкую и последовательную структуру. (в 3 раза меньше чем предыдущая)
* В доктрине-2000 огромное внимание уделялось реализации прав и свобод граждан России на получение необходимой информации, доктрина-2016 делает основной упор на противостояние враждебным действиям зарубежных стран.
* В версии 2000 г. понятие "экстремистские организации" отсутствовало, а в качестве источников угроз были названы "диверсионно-подрывная деятельность иностранных специальных служб" и "деятельность международных террористических организаций".
* Также в доктрине 2016 г. впервые отмечается тенденция к увеличению негативных оценок России в зарубежных СМИ. В предыдущей редакции документа говорилось лишь об "опасности зависимости духовной, экономической и политической сфер общественной жизни России от зарубежных информационных структур".
* В 2000 г. в качестве одной из опасностей в информационной сфере значилось "создание монополий на формирование, получение и распространение информации в РФ". Документ 2016 г. аналогичного положения не содержит.

Вопросы:

1. Из скольких глав состоит Доктрина информационной безопасности 2016?   
   Варианты: а) 2, б) 12, в) 8, г) 5
2. В чем существенное различие новой доктрины информационной безопасности РФ в сравнении с доктриной информационной безопасности РФ 2000г.?   
   a) Они одинаковые, б)Новая доктрина в 3 раза меньше, в)Старая доктрина в 3 раза меньше, г) Новая доктрина в 2 раза меньше
3. Кем утверждена доктрина информационной безопасности РФ? Президентом РФ
4. Какое новое понятие появилось в доктрине информационной безопасности РФ 2016?   
   а) экстремистские организации, б) террористические организации, в) телекоммуникационные средства, г) программно-технические воздействия
5. С чего начинается Доктрина информационной безопасности РФ 2016?  
   а) с национальных интересов, б) с информационных угроз, в) с организационной основы обеспечения ИБ в РФ, г) с общего положения